
THREATS BY REGION 
Attackers used banking Trojans to target victims in specific geographies, further echoing the trend of human-driven exploits. 
These attacks use lures and attachments in local languages; region-specific web code that relays malicious instructions  
(web injects); and campaigns timed to align with the business day – and clicking behaviour – of their intended recipients.
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Figure 3: Global banking Trojan activity by region, numbers represent number of campaigns


