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INTRODUCTION
EMAIL IS A TOP THREAT VECTOR

Data breaches have become one of today’s biggest business threats. In the U.S. alone, companies and government agencies suffered a record 1,093 data breaches last year. That’s a 40% increase from the year before, according to the Identify Theft Resource Center.¹

The top threat vector for those data breaches: email. According to Verizon, email fraud accounts for 95% of enterprise attacks.²

Email threats are versatile and are growing faster than ever. To fight back, organizations must invest in an end-to-end email security strategy that addresses the entire email attack chain—from proactive prevention through real-time threat response.

This guide will help you do just that.

Today’s Email Security Tools Are Failing

There’s a 22% chance that any given organization will experience a data breach of at least 10,000 records within the next 24 hours.

Source: Proofpoint

Only 31% of companies have a budget in place for data breach mitigation.

Source: Osterman Research

75% of organizations would take hours, days or weeks to detect a breach.

Source: Osterman Research

The Problem

Attacks Are Evolving Faster Than Email Defenses

Since its inception, email has been a favorite target for cyber criminals hoping to steal sensitive data, user credentials, and company funds. In response, organizations have deployed a wide range of email security tools. Most of these focused on protecting the network.

But attack techniques are evolving fast. Solutions built for fighting the attacks of two to three years ago are struggling to keep up. For example, business email compromise (BEC) email fraud was barely on the radar 24 months ago. Now, it has eclipsed ransomware in terms of monetary loss. Ransomware, in turn, continues to adapt and flourish—39% of organizations were hit with ransomware in 2016, according to Osterman Research.

Amid dramatic headlines and more aggressive regulation, organizations are expected to spend more than $90 billion on cybersecurity in 2018. And still, email attacks are more effective today than ever. According to Verizon, 30% of recipients open phishing messages, and 12% go on to click malicious attachments.

That’s a huge disconnect. Organizations are spending more on cybersecurity than ever, even as losses from data breaches, business disruption and fraud continue to mount. The divide stems from misconceptions about where threats come from and how they work. Before we can proactively fight today’s email threats and prevent the data breaches that result from them, we must better understand them.

Cyber criminals use a wide range of tactics to launch email attacks. Chief among them are BEC, advanced malware, and outbound phishing.

**BUSINESS EMAIL COMPROMISE (BEC)**

BEC attacks are difficult for traditional email security tools to catch. That’s because they are sent in low volumes. There’s usually no payload to sandbox, no URL to check, no reputation to look up. These attacks target your employees using manipulation alone. A fraudulent email appearing to come from the CEO asks your CFO to wire money. Your finance manager receives new account information from what seems to be a legitimate vendor. Someone in the human resources office gets a request from her “boss” for employee records.

**WHAT IS BEC?**

BEC email attacks are also known as impostor email and CEO fraud. They’re highly-targeted, low volume email attacks that impersonate corporate identities to solicit fraudulent wire transfers, steal company data, access customer credentials and get other confidential information.
BEC

Here are the top BEC techniques:

1. **Spoofing Email Fields**
Spoofing email fields is a popular BEC tactic. Attackers have several ways of doing this, including:

- Changing the reply-to email address in a way that makes it look like the email is coming from within the organization.
- Spoofing the display name (which is especially effective on mobile devices that hide the reply-to email address).
- Using a domain that looks like the company’s but is slightly different (such as using a numeral zero in place of the letter ‘o’).
- Pretending to be a legitimate business partner or supplier.

### BEC TECHNIQUES AT A GLANCE

**MALWARE BY CATEGORY, Q1 2017**

- **Ransomware**: 68%
- **Banking**: 20%
- **Stealer**: 6.4%
- **Downloader**: 5.5%
- **Ad-Fraud**: 0.1%
- **Backdoor**: 0%
- **Keylogger**: 0.000242019%
- **Point-of-Sale**: 0%

Source: Proofpoint

Comparison of quarterly overall message volume
2. Targeting a Range of Employees
When BEC scams first appeared, cyber criminals usually focused on targeting the CEO/CFO relationship. Now more BEC scams spoof other identities. And the number of people being targeted within organizations is up, rising 50% from Q3 2016 to Q1 2017 alone.

3. Getting Creative with Subject Lines
Using “clickbait” subject lines is another favorite BEC tactic. Urgent language is the most popular—employees are more likely to pay attention to a fraudulent reply-to address if the subject line suggests that someone in authority needs something from them. Here’s a look at the most popular BEC subject lines our researchers discovered in the first quarter of 2017:

Instead of using just one BEC technique, cyber criminals use all of them. When one doesn’t work, they’ll go down the list until someone responds. That’s why you need to implement a multi-layered BEC solution that can fight the full range of threats.
Advanced Malware

Unlike BEC, which is new, advanced malware attacks have been around for a long time. And over the last few years, the number of ransomware variants has multiplied so much that many traditional defenses can’t stop them all.

Take sandboxing. Sandboxes work by running suspect code from attachments and URLs in a virtual environment to see what it does if someone clicks. A sandboxing tool that may have worked last year would have to work 30 times faster today to keep up with the size and scale of this year’s ransomware threats. And it would have to adapt to every new sandbox-evasion technique developed in that timeframe.

To fight back, you need a security solution that can keep up with the speed, scale and agility of these evolving ransomware attacks.

What Is Advanced Malware?

Advanced malware threats are delivered through malicious email attachments and URLs. They include ransomware, polymorphic malware, zero-day exploits and weaponized documents that exploit technical flaws in popular business software.

Malicious document attachment messages increased 600% in 2016
Source: Proofpoint

Messages distributing ransomware accounted for 80% of total malicious message volume
Source: Proofpoint

The number of ransomware variants multiplied 30 times over last year
Source: Proofpoint

Indexed Weekly Malicious Message Volume by Attack Type, 2016

Source: Proofpoint
OUTBOUND PHISHING

When it comes to email security, we usually don’t consider our outbound phishing risk. We’re more concerned with protecting our employees and network by securing email coming into the organization and protecting our confidential data by monitoring and encrypting email going out of the organization.

But cyber criminals quietly spoofing your brand outside of your email gateway can hurt your reputation—and bottom line. These sophisticated phishing attacks are hard to spot, especially as consumers embrace new digital tools. More than half of all email is already opened on a mobile device.5

The figure to the right shows two outbound phishing examples.

The first example (left) spoofs a legitimate Wells Fargo domain (onlinebanking@alerts.wellsfargo.com). The other uses an unrelated domain in a way that makes it appear related to PayPal (paypal@service.com).

Outbound phishing might not seem much of a threat because it doesn’t directly target your employees or infect your systems. But it can be a huge problem for your business.

Phishing tarnished your organization’s reputation. After being phished or spoofed by an impostor, customers are 42% less likely to interact with your brand.

According to a study conducted by Return Path, outbound phishing also damages the deliverability and performance of your legitimate marketing emails:

Even though these outbound phishing emails occur outside of your gateway, your customers make purchase decisions based on their impact. Identifying who is using your brand name over email is critical.

Unfortunately, there is no single way to fight the diverse range of threats facing your organization. No matter how sophisticated your email security, some threats will inevitably get through.

Your best defense is a multi-layered one that offers protection at every stage of the attack chain, securing emails that come in, protecting data that goes out, and responding to threats in real time.
FIVE STEPS TO BUILDING YOUR EMAIL SECURITY STRATEGY

STEP 1: VISIBILITY

To defend your organization effectively from email attacks, you must understand the threats you face. Robust threat intelligence that can detect the full scale of malicious emails is an important first step, but it’s not enough. You must also implement a solution that can correlate and analyze your threat data, revealing who is being targeted, who is attacking you and what information they are trying to steal. When you have an accurate threat analysis, you can better identify the steps you need to take to fight back.
Step 2: Deploy Core Email Control and Content Analysis

Maintaining control over what messages get into your environment is critical when it comes to email security. Your solution must offer granular classification that doesn’t just look for spam or malware but also identifies all distinct types of email (malicious or not) targeting your employees.

These emails could include bulk mail, credential phishing, BEC attacks, adult content, and more. Your classification tool should include advanced sandboxing capabilities that can analyze every attachment and URL in real time as it comes into your gateway.

Being able to customize email policies is another important feature of your control system. If you empower employees to choose how they want to handle bulk mail, they may be able to spot malicious content more easily.
Step 3: Authenticate Your Email

Protecting the email gateway is essential. But as we explored above, outbound phishing emails targeting customers and partners outside of the gateway pose serious risks to your business as well. Email authentication, specifically DMARC (Domain-based Message Authentication Reporting and Conformance), is the solution to threats like these.

DMARC ensures that legitimate email is properly authenticating against established SPF (Sender Policy Framework) and DKIM (DomainKeys Identified Mail) standards. It blocks any fraudulent activity from domains under your organization’s control (such as active sending domains, non-sending domains, and defensively registered domains).

Authenticating your email will reveal who is sending email on your behalf. That insight empowers you to block threats targeting your customers and partners and protect your brand’s reputation.
Step 4: Prevent Data Loss

There’s a lot we can do to stop threats from coming in. But you should also prevent sensitive data from leaving your gateway. An effective email security strategy prepares for any threats that make it through your defenses—and employees who inadvertently expose sensitive data. Your solution should combine encryption with data loss prevention (DLP) so that sensitive information, even if exposed or exfiltrated, is always protected.

Step 5: Respond to Threats in Real Time

No security solution can stop all attacks. Real-time threat response must be a pillar of your email security strategy.

Be wary of any email security vendor that claims to catch every threat. If such a solution were on the market today, data breaches and email fraud would be a thing of the past. As recent headlines prove, this is simply not the case.
GETTING STARTED

Your best defense is understanding and preparation. Know the threats targeting your organization, identify your weak spots, and craft an email security defense that offers protection across these five key areas of the email threat lifecycle: visibility, content control and analysis, authentication, data loss prevention, and response.

Request an email threat assessment to uncover your email risk exposure and current vulnerabilities. Visit www.proofpoint.com/email-assessment
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